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Partner with Customer to simplify store operations, create better efficiencies,

secure the network and improve user experiences.

• Accelerated Provisioning

• Ensure Availability Everywhere

• Increase Recovery Speed

• Automated Infrastructure Lifecycle 

management

• Reduce Risk Exposure

• Adopt Zero-Trust Mindset

• Simplified Management

• Future-proof architecture

• Centralize network security around 
users

1. Rapid response to business 

demands

2. Modern experiences

3. Integrated Deployment & Day 2 

Operations 

4. Create real-time experiences

A Vision for Our Partnership
Customer’s strategic partner for digital transformation

Reduce Cost and 

Increase Efficiencies
Secure and Simplify Operations Business Scale
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Value Realization timeline
Capability and Value Combine to Create Business Impact

Phase 3  Phase 2
Phase 1 

• DR as a Service

• Provisioning Automation

• Cost Visibility and Control

• Private/Public Cloud Linked Mode

• Self Service

• Create repeatable configurations 

• Common Network integrations

• Adopt unified management process

• Foundation for Zero Trust

• Integrated DevSecOps Platform

• Rapid response to business 
demands

• Defined Agile CI/CD Process

Reduce Cost and 

Increase Efficiencies
Secure and Simplify Operations Business Scale

Deployment
Upgrade 

continues

Cloud Operating 
Model
Private/Public adoption 

Repeatable
Standard templates 

created

Process
Organizational  

Transformation

DRaaS
Scale and Burst 
continuity 

Budget control
Cost/Spend Insight

Modernization
 App Transformation 
Focus 

IT empowering 

the business
 Transformation

Business 

Governance



Phase I – Network Security

Business OutcomeCurrent Objectives Technical Outcome

• Reduce resource overhead to manage / 

maintain growing infrastructure at Burlington. 

• Automated processes reduces risk for 
business disruption from manual changes 

• Protection for the business to scale 

workloads, applications while protecting 
sensitive data.   

• Faster provisioning time for security changes 

aligned to user access, application 
deployments. 

• Utilize automated processes to Stage, 

Manage, Maintain IT processes and 
resources

• Reduce vulnerability across HW / SW 

platforms to Maintain & Scale business 
productivity with minimal exposure, risk

• Install network solution for Zero-Trust 

initiative

• First line of defense for App protection

Phase I - Implement Network 

segmentation across  with automation 
capability to standardize configurations 
utilizing automated toolsets or third party.

Phase I – Technology X for micro 

segmentation with IPS licensing to provide 
protection with virtualized workloads, 
Provide User based filtering based on 

authentication with AD.



Phase I - Networking
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• Reduce risk exposure

• First line of defense for App / VM protection

• Provides Foundation for Zero - Trust

• Accelerated Provisioning

VPN / Express Route

L3 GW



Phase I – Security / 
Authentication
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• Dynamically assign users

• Identify lifecycle management

• Centralize network security around users



Phase II – DRaaS 

Business OutcomeCurrent Objectives Technical Outcome

• Protection for the business to scale 

workloads, applications while protecting 
sensitive data.   

• Automate security into current Enterprise 

Governance model. 

• Reduce vulnerability across HW / SW 

platforms to Maintain & Scale business 
productivity with minimal exposure, risk

• Focus on SaaS based applications

• Reduction in app deployment cycles

• Maximize hardware utilization to CAPEX 
expenditures. 

• DevSecOps across private, public IAAS.  

Utilize existing security investment for 
inline inspection of untrusted access t

• Align to current CI/CD process while 

integrating service brokerage platform

• Ties into the provisioning process for 
software and hardware.

• Provide Self Service for internal employees to 

utilize internal Burlington hardware. 

• Shift budget spend from CAPEX to OPEX 
utilizing SaaS based services where 

appropriate. 



Phase II – DRaaS 
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• Rapid response to business requirements

• Simplified management through vCenter

• Risk mitigation / faster recovery 

NSX

Internet



Resource / App Deployment Flows

Queue lead time 

Ticket Queue

ServiceNOW

HelpDeskRequester

Resource allocation Instance Provisioning Cycle

IT Staff Event Broker Service

Scale out IaaS / PaaS / DR

Private Cloud

OnPrem

ServiceNOW API

Change Table

CMDB Table

Ticket Updated
Requester notified

Requester

• Integrated deployment and Day 2 Operations

• Increased value of existing automation 

investment

• Futureproof netops for agile processes



Self Service Requester

Build 
process

Service Request

Service Catalog
Automated provisionPrivate Cloud Public Cloud

ITSM

Validated template  

CODE

OpenSource
Azure Validated template  

Customer Multi 

Tenant

Requester

• Automate repetitive people processes

• Accelerate IT service delivery 

• Apply standards towards infrastructure config

Hidden 

Customer 

data

Hidden 

Customer 

data
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Cost Management

Provision FlowService Catalog

Requester 

VRA Script

SecurityNetwork Storage

Jira Ticket 

Queue

Compute

Network / Storage / Security configuration VM Creation / Power On

Custom image / 

request

Support

Terraform

 Script
VM template Storage config

AVS provisioning Flow

host provision / 

Cost allocation
AVS  Host

< 15 minutes

Hardware 

available

Hardware 

needed

Approval VRA / Codestream Script

On-Prem 

Workload

Cloud

Workload

Automation

Cost Shwback Cost

Allocation

Ops Mgr

Internal Mgmt platform

• Complete cost visibility 

• Correlating cost to the business

• Comparative cost management of resources 
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